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Abstract— In a recent times, steganography is the general concept to covert the secret data for an unauthorized users. In this
paper we calculate the PSNR and a MSE value for embedding and extracting the image. Find out the result of a different-
different image. we apply the techniques of a steganography are a DWT, DCT, DFT and a LSB . In this paper also we include
the algorithm of a steganography. PSNR is used to check the imperceptibility of the image and MSE is used to find out the

error of an image degrade.

Keywords— Discrete wavele transform (DWT), Discrete cosine transform (DCT), Discrete fourier transform (DFT), Least
significant bit (LSB), Peak-signal-to-noise-ratio (PSNR), Mean square error (MSE).

l. INTRODUCTION

It is the method of a concealed the data, sender site to an
insert the data of a private data into an initial image (cover)
along a common key[1]. Secret information like a figure,
auditory, message and the video only the recipient recognize
of the data existence. The essence of a steganography is to
covered the data information. The security of a data for a
necessary to the acceptance of a benefit using steganography.
The crucial objective of a steganography is to move the
report from a sender to receiver tightly in a full
undesirable way to the transportation of a concealed
information[2] . Steganography is the crucial way of a data
communication. In present they have the capacity to translate
various info surrounded by a separate way of a
communication, like a social secure networks, different
category of wireless interconnection. In a few compact it is
necessary to carry the info transmit through a various kinds
of covert channels. It is a best approach that accomplice the
secret of a message in a suitable manner e.g., an auditory file,
a figure file or a video file. Actually the meaning of a
steganography is a hidden method to a transmit the data
between retailer and the recipient and also includes the vast
collection of hidden connection methods like insignificant
inks. The primary structure of Steganography is built up of
three ingredient: the courier, the material and the key[3].
Nowadays, the security use for a masking the internet
medium in the same manner skype, bit torrent etc[12]
Cryptography is a capable structure an assure the information
and also the cryptography method is secure.

The covert data transportation system divide into the two
phase. In the beginning phase, encrypting the covert message
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and sending from sender to the receiver. At the last stage, the
conceal information is an accomplished at the receiver site.
It is the procedure of a concealing the covert messages inside
the further message to protecting the various kind of an
attack[7]. It is used for protect the experience of a
communication. It is a requirement the reality of a secret
communication. This approach is used to equipment is called
a Steganography. The Steganography is an imitative of the
Greek words it is called a “covered writing”. It is an
architecture of the hiding a covert messages in such a manner
that the no singular apart from the contracted recipients
knows the actuality of the notice [9].
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Figl. Block diagram of a steganography method

A. The terminologies of a steganography are as a given :-

« Cover-Image- It is used as a messanger for a secret data.
* Message: Message should be a cryptography form for a
security purpose.
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* Stego-Image: The plant message into an initial image is
called as a stego-image.

* Stego-Key: The vital use for an embedding or extracting
the information from a host image and also stego image.

Il. TECHNIQUES OF ASTEGANOGRAPHY

A. Transform Domain Technique

In the transform domain or the frequency domain, the covert
information is embedded to the starting image. It is a further
robust than the spatial domain method. This method are
widely classified just as -

a. Discrete wavelet transform (DWT)domain.

b. Discrete cosine transform (DCT) domain.

c. Discrete Fourier transform (DFT) domain [10].

1. Discrete wavelet transform domain

The host signal is a break into the wavelet coefficients [2].
There are the two component divide a low and the high used
ina DWT domain. The DWT is divided into four frequency
band first is LL, LH, HL and the HH For every level of
decomposition in two stage first is horizontal direction and
the other is a perpendicular direction. LL represent the low-
low band, LH represent the low-high band, HL represent the
high-low band and the last HH represent the high- high
band[5] .

DWT

Fig2. First Wavelet Transform Using DWT

The Dual transform based steganography is advanced in that
benefit a composite of integer wavelet transform and DWT
to plant a secret image in the cover. The PSNR results are
discussed in huge imperceptibility and the planting method to
a combination of steganography and the cryptography. Here,
encrypted data is embedded to the singular area of a detail
coefficient. There are the two type of the coefficient first is
detail coefficient and the is approximation coefficient. [6]

1. Discrete Cosine Transform Domain

The second method DCT of the transform domain technique
This technique is called a lossy compression. On hand, the
selected coefficient of the high order to the merge of the
secure information[13].
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1. Discrete Fourier Transform Domain

The Discrete Fourier Transform (DFT) is also a third
transformation  domain  technique. DFT use the
steganography concept, which is the average summation of a
2-D sinusoidal term. At the receiver site, we also assign the
extract original image with the help of an inverse fourier
transform[13].

B. Spatial Domain Methods

This method is developed to the embedding of a secret data
is directly to the pixel modification. It means that the few
pixel values of that image are changed directly during hiding
data. Spatial domain techniques are classified into the least
significant bit (LSB) [10].

1. LSB Steganography

It is most generally used for hiding the data. This method
uses as a secret key by replacing the bits of the image pixel
value [10]. LSB insertion is an easy approach for embedding
information through a protect the data. It is an accessible
uniform to a smooth image manipulation. It can be an
implement in 8-bit, 24-bit or a gray-scale images. On hand,
we consider the easiest and the simplest Least Significant Bit
(LSB) steganography, anywhere the secret message is
transformed to the current of a bits which follow the LSB
pixel values into a host image. In other words, few bits of a
LSB pixel value is insert into the cover image. It is the best
approach to embedding the information in image pixel value.
The truthful of a steganography techniques to plant the bits
of the message straight into the least significant bit plane of
the host-image in a deterministic placement. It is a quiet to
the implement of this advantage used in the LSB technique.
In such a way that the human being do not identify the secret
message through the use of a LSB. It is a stable for the rival
to recover the message due to modify the implement of this
technique [3].The hiding of well-developed data technique is
used. It is a modification the pixel to the least significant.
The pixels are randomly selected to the LSB. This algorithm
is using to pixel modification is conducted to the cover
image. Furthermore, detectable properties of the LSB present
in the steganography [8].

I1l.  APPLICATION OF STEGANOGRAPHY

This section represent the applications of the steganography.
It determine the ultimate assurance of a confirmation that the
other security device may not be guaranty. It could be set as
a component of the typical strategy [11].

1. The secret data Communication.

2. Copyright prevention for a data.

3. The Distribution Digital Content is to control for an
unauthorized user.

4. E-Commerce

5. Media
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6. Database Systems
7. Digital watermarking [10].

IV. DWT ALGORITHM

Stepl. Read the cover image and we apply the DWT
coefficient split up the four band is LL ¢, LH_c, HL ¢ and
HH_c.
Step2. Read the watermark image and we apply the DWT
coefficient split up the four band first LL_w, LH_w, HL_w
and HH_w.
Step3. Take the both image LL band and we embed with the
help of a scale factor value i.e. LL_c and LL_w.
LL_c+0.5*LL_w
Where 0.5 is a scale factor value.
Step4. At the last stage, also we apply the inverse DWT to
extract the cover image.
Step5. Find out the calculate result with the help of a peak
signal to noise ratio (PSNR) and a mean square error (MSE).

V. RESULT ANALYSIS

Vol.5(6), Jun 2017, E-ISSN: 2347-2693
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TABLE I. COMPARATIVE RESULT TABLE USING DWT
Original Watermark Embed Image Extract Image
Image Image
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TABLE II. CALCULATE PSNR AND MSE USING DWT
BETWEEN EMBED AND EXTRACT IMAGE

Fig(a) Embed Embed Extract Extract
row image PSNR | image image image
images MSE PSNR MSE
1 row 10.2008 6.2086 10.1832 6.2339
2 row 10.4164 5.9080 10.4075 5.9202
3 row 5.6444 1.7727 5.6226 1.7817
4 row 5.0620 1.9700 5.0586 1.9747
5 row 2.2805 4.8502 4.8468 2.2858
6 row 4.8151 2.3365 4.8085 2.3471
7 row 3.8831 4.4478 3.8746 4.4741
8 row 4.6539 2.6116 4.6484 2.6215

orginal image e embed image extract image
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VI. LITERATURE SURVEY

Steganography is the secret communication for an
unauthorized users. It has an exponential growth of the
communication through the internet. It deals beside the ways
of concealing the presence of the communicated message.
Normally the data embedding is accomplish in the
communication image, contents, voice for copyright
prevention and the data authentication and also the many
other target. In Steganography, the secret key is involve the
message to a host image. In this paper various steganography
approach are used and also its superior types, classification
and the applications. In this paper visual quality of the figure
is detract using the method of a LSB [4].

It is the confidential data in a steganography so they can be

transmitted to the target without the doubt data.
Steganography is the biggest suitable type of transporter to
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store the data. It has been purposed to hide the data with the
help of a steganography. One of these techniques the LSB
technique are used in a steganography. In this paper we
analyze and study of the LSB matching revisited (LSBMR)
algorithm. It also work a Sobel edge detection. It can
improve the quality of the edge images. The Sobel edge
detection approach is used as the prototype for this field
identification. The data-hiding algorithm is used as a
LSBMR. The experiments and result analysis the sharp
image using the sobel edge detection. It works on the gray-
scale images for a proposed approach. Thence, it is also
suggested to the research of the color images [8].

Science and architecture of the hidden communication with
the use of a steganography, and also most aims to hide the
secret messages into the host image. In the development of
the steganography system, the framework of minimal
distortion embedding is generally adopted in which a fine
designed an intorsion function. In this paper, a classy of a
new intorsion functions known as uniform embedding
distortion function (UED) is conferred for both the side-
informed and non- side-informed protected the JPEG
steganography. So, the limited statistical detectability is
accomplished, for the reduction of the normal changes of the
first and second form of the statistics of a DCT coefficients.
The proposed approach is verify with the evidence obtained
from exhaustive experiments and the various feature sets of a
BOSSbhase database. An embedding framework of a
minimal-distortion is a reasonable approach to the implement
of a JPEG steganography with the use of a high planting
efficiency. Finally, the use of a DC and a zero AC
coefficients in JPEG steganography be permission to the
guidance of an additional block artifacts in a stegnography
image and decrease in the capacity of a JPEG compression

[1].

That paper proposed an approach of a LSB based
Steganography method for an improved the security of a
covert information in imparting the images. There is a huge
differences of a steganography techniques and complete
authority they have the specific robust and weak points. In
this paper we analysis the better steganography methods than
the previous steganography approach. It is the most reliable
detectors for a LSB based steganography. In that case, focus
on the grayscale image of a cover image. This paper
proposed a new approach for a security information. At this
moment, preferred the steganography approach for planting
the hidden message in a LSB method. Currently, the use of a
LSB to choose the randomly selected pixels in the cover
image. Now a day, the security of a steganography is very
high to the hidden information and with the support of a
private key for a detect the image by using the password
when compared to the additional methods. MSE, PSNR and
the entropy are the result is improved with the help of this
paper algorithm is used. In future this algorithm be able to
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test the result analysis than the other algorithm. In future
work it has also increased the data hiding capacity of the host
image by appropriate all the pixels [3].

This paper work a communication of a secret data based on
the steganography of a public key technique and a
cryptography technique also the use of a steganography. The
RSA algorithm is used with the bit size of a 1024 for a secret
data used insert to the cover image. F5 steganography
technique is used to the encrypted message inside in the host
image. This algorithm plant the text into choose the
randomly Discrete Cosine Transform (DCT) coefficient. It
provides the high efficiency and the rapid speed and also
prevent the various attacks use in a steganography. Further,
the hidden images are robust against image processing
intorsion. During the data transmit then the data is hidden it
cannot be successfully extracted by attacking this type of the
cryptographic algorithm. We proposed a technique used
based on a F5 algorithm that hides the message inside cover
images but prove that the image imperceptibility [7].

Steganography paper is a data hiding approach that is widely
used in different type of the secret information. It transmit
the data by hiding the essence of the message so that an
observer cannot identify the transmission of message and
hence not be able to decode it. This work proposed a data
secure technique that is used for hiding the multiple color
images into a singular color image using the Discrete
Wavelet Transform. Firstly, the cover image is split up into
the R, G and B plane and the Secret images are embed into
the these planes. It has a less perceptible changes of the
covered image compared to the original image with the high
security. The efficiency of a steganography is systematic
using the three parameters. Firstly, it must provide the
maximum information. Second, the planted data must not be
an observable to the viewer. Third, the concealed information
should be prosperously retrieved at the receiver site. Then, it
is harder to determinate the actuality of a hidden matter in
the cover image. The Proposed approach that provides a
better PSNR value and the SSIM value that create the
robustness of this paper. The SSIM value of the hidden
image is successively rebirth at the receiver site. The
proposed result are better to the previous result because the
DWT is used process for a data compression image [5].

This paper research the data hiding of a steganography and a
steganolysis. In present day, it provide the secure
communication with the use of a steganography. The various
field of a secret the information such as a text, audio and the
video. Here, we have a basic focus for an image
steganography. It provides the high security for planting the
hidden image. It has a high capacity and the robustness to
check the imperceptibility to beating the different kind of the
attacks [6].
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The steganography paper technology used for the
communication of a secret message. It can also be applied to
the secret message of the video, an audio and the figure files
and so on. The limitation of this steganography used in a
video files, how to send the hidden longer messages to the
receiver .The famous internet services are the computer used
in the hiding techniques i.e. Skype, BitTorrent, Google, and
WLANs. Nowadays, the protocols are used in the
communication with the help of the internet. This method is
recognized as a Network Steganography. This methods are
received the more experienced users. In recent times, they
also prepared the malicious attack used in network
steganography concept. The network steganography also
used in increase the quality, capability and the security. This
method also used in different-different type of the malicious
attack would be applied in increasing the way of security the
attacks [12].

VIlI. CONCLUSION

In this paper, to check the imperceptibility measure both the
embed watermark image and extract watermark image with
the help of a peak-signal-to-noise-ratio and a mean square
error. In future work, also we apply the other techniques to
calculate the PSNR and a MSE value to enhance the measure
value.
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